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Department of Veterans Affairs § 1.469 

§ 1.466 Security for records. 
(a) Written records which are subject 

to §§ 1.460 through 1.499 of this part 
must be maintained in a secure room, 
locked file cabinet, safe or other simi-
lar container when not in use. Access 
to information stored in computers 
will be limited to authorized VA em-
ployees who have a need for the infor-
mation in performing their duties. 
These security precautions shall be 
consistent with the Privacy Act of 1974 
(5 U.S.C. 552a). 

(b) Each VA facility shall adopt in 
writing procedures related to the ac-
cess to and use of records which are 
subject to §§ 1.460 through 1.499 of this 
part. 

(Authority: 38 U.S.C. 7334) 

§ 1.467 Restrictions on the use of iden-
tification cards and public signs. 

(a) No facility may require any pa-
tient to carry on their person while 
away from the facility premises any 
card or other object which would iden-
tify the patient as a participant in any 
VA drug abuse, alcoholism or alcohol 
abuse, HIV infection, or sickle cell ane-
mia treatment program. A facility may 
require patients to use or carry cards 
or other identification objects on the 
premises of a facility. Patients may 
not be required to wear clothing or col-
ored identification bracelets or display 
objects openly to all facility staff or 
others which would identify them as 
being treated for drug or alcohol abuse, 
HIV infection, or sickle cell anemia. 

(b) Treatment locations should not 
be identified by signs that would iden-
tify individuals entering or exiting 
these locations as patients enrolled in 
a drug or alcohol abuse, HIV infection, 
or sickle cell anemia program or activ-
ity. 

(Authority: 38 U.S.C. 7334) 

§ 1.468 Relationship to Federal stat-
utes protecting research subjects 
against compulsory disclosure of 
their identity. 

(a) Research privilege description. 
There may be concurrent coverage of 
patient identifying information by the 
provisions of §§ 1.460 through 1.499 of 
this part and by administrative action 
taken under Sec. 303(a) of the Public 

Health Service Act (42 U.S.C. 241(d) and 
the implementing regulations at 42 
CFR Part 2a); or Sec. 502(c) of the Con-
trolled Substances Act (21 U.S.C. 872(c) 
and the implementing regulations at 21 
CFR 1316.21). These ‘‘research privi-
lege’’ statutes confer on the Secretary 
of Health and Human Services and on 
the Attorney General, respectively, the 
power to authorize researchers con-
ducting certain types of research to 
withhold from all persons not con-
nected with the research the names 
and other identifying information con-
cerning individuals who are the sub-
jects of the research. 

(b) Effect of concurrent coverage. Sec-
tions 1.460 through 1.499 of this part re-
strict the disclosure and use of infor-
mation about patients, while adminis-
trative action taken under the research 
privilege statutes and implementing 
regulations protects a person engaged 
in applicable research from being com-
pelled to disclose any identifying char-
acteristics of the individuals who are 
the subjects of that research. The 
issuance under §§ 1.490 through 1.499 of 
this part of a court order authorizing a 
disclosure of information about a pa-
tient does not affect an exercise of au-
thority under these research privilege 
statutes. However, the research privi-
lege granted under 21 CFR 291.505(g) to 
treatment programs using methadone 
for maintenance treatment does not 
protect from compulsory disclosure 
any information which is permitted to 
be disclosed under those regulations. 
Thus, if a court order entered in ac-
cordance with §§ 1.490 through 1.499 of 
this part authorizes a VA facility to 
disclose certain information about its 
patients, the facility may not invoke 
the research privilege under 21 CFR 
291.505(g) as a defense to a subpoena for 
that information. 

(Authority: 38 U.S.C. 7334) 

§ 1.469 Patient access and restrictions 
on use. 

(a) Patient access not prohibited. Sec-
tions 1.460 through 1.499 of this part do 
not prohibit a facility from giving a pa-
tient access to his or her own records, 
including the opportunity to inspect 
and copy any records that VA main-
tains about the patient, subject to the 
provisions of the Privacy Act (5 U.S.C. 
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